1 3 Feb-6-06 7:18PM;

VIA ELECTRONIC FILING (ECFS)
February 6, 2006

Marlene H. Dortch

Secretary, Federal Communications Commission
455 12" Street, SW

Washington, DC 205544

Re:  Certification of CPNI Filing—Febmary 6, 2006,

ER Docket No. 06-38, (File No. EB-06-TC-060)
Dear Ms. Dortch:
Please tind atiached RNK, Inc. d/b/a RNK Telecom’s l,'“ K") 2006 Anpual CPNI
Compliance Cemhcatmn (*Certification™) in accordance with section 64.2009(¢) of the
Commission’s rules.! We are ﬁlmg this copy of the Certlﬁcatmn pursuant to the
Enforcement Bureau’s Public Notices.

Should you have any questions or concerns, please feel free to contact me.

Regards,

%/;z’;\

Michael 5. Ure
Sr. Counsel

Enclosures

ce:  Byron McCoy, FCC (via electronic mail}
Best Copy and Printing, Inc. (FCC’s Contract Copier, V1a elcctmnlc mail)

! ,47CFR. §64.2009(e)

* Enforcement Bureay Opens New Docket for the February 6, 2006, Filing: of[ NI Campham'e
Cerrlficarions, EB Docket 06-36, DA 06-258 , (rel. Febmary 2, 2006); Enforcement Bureau Lirects AN
Telecommunications Caorriers to Submit CPNI Compliance C‘ertzfzcauam, DA 06-223, File. No. EB-06-
TC-060 (rel. January 30, 2006),
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WC Docket No: 05-196

RNK, Inc. clﬂnfa RNK Telecum%
Certificate of CPNI Usage Complignce

Statement of RNK Compliance Prucedhres

1. RNK Use of CPNI: RNK'’s operating procedures ensurc that RNK is in
compliance with the Commission’s CPNI Rules, Except as required or permitted
by law or Subpart U of Title 47 of the Code of Fedara] Reégulations; 47 CFR
64.2001, et seq., RNK does not use CPNL ‘

RNK has internal policies and procedures in place to educate employees as to the
confidential pature of CPNI and when disclosure of CPNI is appropriate (c.g.,
provisioning of service). RNK's Employee Manual includes express policies
detailing RNK '3 use of CPNI and identifying its proprietary nature. RINK does
not sell CPNI to third pariies and only releases CPNI to law enforcement pursuant
to a lawfully exccuted instrumment or authorization.

2. Opt-in/Opt-out Procedures: Presently, RNK does ot utilize CPNIL, for sales or

marketing purposes, that would require the use of optwm or opt-out procedurcs as
described in the CPNI Rules.

3. RNK Internal Policy and Disciplinary Policy: RNK has adopted a policy
requiring employees to comply with the CPNI Rules. :RNK’s policy provides that
failure of employees to comply with the Rules and: RNK’s internal policies is
subject to severe disciplinary procedure, up to and including immediate
termination depending on the nature of the offense and whether or not the
noncompliance was intentional.
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WC Docket No. 05-196

RNK, Inc. d/b/a RNK Telecom’
Certificate of CPNI Usage Compliang:e

I, Richard N. Koch, President, hereby certify for calendar year 2006, pursuant to the
Commission’s Third Report and Order and Third Further Notice of Proposed
Rulemaking released July 25, 2002 and the accompanying rules codified at 47 CFR
64.2001, et seq and in particular Rule 64.2009(¢) (Collectively the “CPNI Rules™) that
RNK, Inc., d/b/a RNK telecom (“RNK”) has adopted policiés and procedures to comply
with the Commlssmn 8 CPNI Rules as described further m the attachcd Statement of

RNK Compliance Procedures. o ,

Richard I%Q.%Koch, President

Attested to this 6" day of February, 2006,




